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Prerequisites:  There are no specific prerequisites for this course.  However, general computer user 

knowledge is assumed.  Any additional experience having worked with forms and/or databases will be 

helpful. 

Audience:  Students will benefit most from this course if they have already been granted user access to 

eMASS. It is intended to support risk management framework (RMF) assessment and accreditation. 

Description: eMASS (Enterprise Mission Assurance Support Service) is a government-owned web-based 

application which supports cybersecurity program management. This course will provide students with 

eMASS skills specific to their roles. It describes the role of eMASS in the Department of Defense’s Risk 

Management Framework for Information Technology; defines eMASS’s implementation of the Authorization 

Process; and covers how to operate through eMass in order to support the creation, assessment, and 

authorization of a completed RMF A&A package. 

*Class must be delivered at a government facility with access to the eMASS software* 

 

OUTLINE:  

CHAPTER 1: INTRODUCTION TO EMASS 

 Module A: Overview of eMASS 

CHAPTER 2: THE AUTHORIZATION PROCESS – 
PART 1: NEW SYSTEM REGISTRATION 

 Module A: Overview of new system 
registration 

CHAPTER 3: THE AUTHORIZATION PROCESS – 
PART 2: IMPORTING PACKAGES AND 
TEMPLATES, AND MIGRATION 

 Module A: Importing packages and 
templates 

 Module B: System Migration 

 

 

CHAPTER 4: THE AUTHORIZATION PROCESS – 
PART 3: MANAGING A SYSTEM 

 Module A: Authorization overview 

 Module B: System management 

CHAPTER 5: THE AUTHORIZATION PROCESS – 
PART 4: MANAGING A PACKAGE 

 Module A: Managing an 
authorization package 

CHAPTER 6: SYSTEM ADMINISTRATION 

 Module A: Administration 
capabilities 

CHAPTER 7: REPORTS 

 Module A: Accessing and 
generating reports 
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